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Welcome to Agenda X, the Organization- wide Agenda overview for Microsoft Exchange and Office 365  from 

Drollinger Technologies LLC. AgendaX extracts Outlook calendar information stored on the Microsoft Exchange 

Server and makes it available on the company Intranet. Users can get an overview of all the appointments using 

their web browser. A server-based calendar agent regularly copie s all Outlook appointments into a central 

database  and books newly created meetings into Exchange / Office 365 . Microsoft Internet Information Server (IIS) 

publishes this information as a set of overviews on the company Intranet or Internet site. 

 
A server-based Windows Service (the AgendaX Update Service) reads appointments of selected users in regular 

intervals from the Microsoft Exchange Server Message Stores and writes the information into a central  database 

(SQL Server, SQL Express). 

The calendar information is published by Microsoft Internet Information Server on the corporate  Intranet or Internet 

site using a set of Active Server Pages accessed by the browser. 

 

 

 

The AgendaX Update Service reads Exchange Server calendars in definable intervals with MAPI and stores this 

information on SQL Server. 

The AgendaX Web application queries the SQL Server database and sends HTML pages to the client. 
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AgendaX is preferably installed on the Internet Information Server, but can also be installed on the Microsoft 

Exchange Server. 

 
¶ Microsoft Windows Server 32bit or 64bit with IIS 6 or higher 

¶ Microsoft Exchange Server (5.5, 2000, 2003, 2007, 2010, 2013, 2016, 2019, Office 365, Exchange Online) 

¶ Microsoft Outlook 2016 (32bit) or later 

 
¶ Microsoft Edge, Firefox, or Google Chrome 

 

 

You must install a 32bit  Outlook client on the AgendaX server to install a working MAPI Environment that AgendaX 

uses to access Exchange servers / Exchange Online (Office 365). 

 

If you want to access mailbox calendars on a n Exchange 2013  Server, Exchange 2016 Server, Exchange 2019 

Server, Hosted Exchange Server, on Exchange Online  (Office 365) , or located in an untrusted domain , you 

have to install a 32bit Outlook  client on the AgendaX Server. We recommend Outlook 201 6 (32bit) or later. 

Log on  to the AgendaX Server with the AgendaX Service Account . This is the account you plan to use to run the 

AgendaX Update Service and that will have special rights on the Exchange mailboxes / databases. Please see 

2.3.3 Creating an AgendaX Service Account  on page 8. 

It is essential to log on with this account , as Outlook profiles are stored per user and are not accessible when 

you run the AgendaX Update Service with another account. Also the following registry settings are user-specific 

and must therefore be added when logged -on as the AgendaX Service Account.  

 

Run Regedit and make sure that there is no value called MapiHttpDisabled under 

HKEY_CURRENT_USER\Software\Microsoft\Exchange or that its value is set to 0. 
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¶ Outlook 2019 / Office 365 : 

o Run Regedit, go to HKEY_CURRENT_USER\Software\Microsoft\Office \16.0\Outlook\Cached Mode 

and add a value called AllowAutoDiscoverForNonOutlo ok and set its value to DWORD 1. 

o Add the following parameter to AgentX.ini:  

[Config] 

ForceIExchangeManageStoreEx=1 

 

¶ Outlook 2016: 

o Run Regedit, go to HKEY_CURRENT_USER\Software\Microsoft\Office \16.0\Outlook\Cached Mode 

and add a value called AllowAutoDiscoverForNonOutlo ok and set its value to DWORD 1. 

o Make sure that KB3115279 for Office 2016 32bit (https://www.microsoft.com/en -

us/download/details.aspx?id=53200 ) is installed. 

o Add the following  parameter to AgentX.ini:  

[Config] 

ForceIExchangeManageStoreEx=1 

 

¶ Outlook 2013: 

o Run Regedit, go to HKEY_CURRENT_USER\Software\Microsoft\Office \15.0\Outlook\Cached Mode 

and add a value called AllowAutoDiscoverForNonOutlo ok and set its value to DWORD 1. 

o Make sure that KB3114941 for Office 2013 32bit (https://support.microsoft.com/en -us/kb/3114941) 

is installed. 

o Add the following parameter to AgentX.ini:  

[Config] 

ForceIExchangeManageStoreEx=1  

 

¶ Outlook 2010: 

o Please ensure that SP2 or later is installed. For Office 365 or Exchange 2016 / 2019, we 

recommend Outlook 201 6 or higher, as Outlook 2010 is not supported anymore to access Office 

365. 

 

 

¶ Create an Outlook Profile that accesses the AgendaX mailbox  and disable òExchange Cache modeó in 

the profile. Save the password  in the profile by enabling ôRemember my credentialsõ in the Windows 

Security dialog (if shown), and note the name  of the Outlook profile.  The name of the first Outlook profile 

configured is by default òOutlookó. You will need the name of the Outlook profile during Setup. 

  
Start Outlook with that profile and verify that the profile works. If you are prompted for a password, make 

certain to check the ôRemember my credentialsõ checkbox. 

 

 

  

https://www.microsoft.com/en-us/download/details.aspx?id=53200
https://www.microsoft.com/en-us/download/details.aspx?id=53200
https://support.microsoft.com/en-us/kb/3114941
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ASP (Active Server Pages) is used by Internet Information Server to display the web pages of the AgendaX web 

application. ASP is an optional component of every version of Internet Information Server. Please follow the 

instructions below depending on your operating system:  

Windows 2008 (R2) and later  
In Server Manager / Roles / Add Roles / Web Server add 

¶ Applicati on Development / ASP 

 

¶ Security / Basic Authentication & Windows 
Authentication  

 

¶ Management Tools  / IIS6 Management 
Compatibility  
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The AgendaX Update Service needs to run in a special context to read calendar information from Exchange 

Server. For this reason, you need to create an AgendaX Service account with appropriate permissions.  

Should you not be able to set permissions on your Exchange Server(s), you still have the option to let each 

participatin g AgendaX user set permissions on his / her mailbox (see next section). 

If you have access to your Exchange Server(s), please follow the guidelines below to create an AgendaX Service 

account.  

¶ Create a new Active Directory account and add it to the Domain Users group ONLY. Please note that this 

account should not be a member of any Administrator or Exchange groups.  

¶ Give this account local administrative privilege on the server where you will install AgendaX by adding it to 

the local  Administrators group. It must have full access to the file system and registry. 

¶ This user also needs a mailbox  on Exchange Server / Office 365  to send notifications of newly booked 

mee tings to attendees.  

 

 

There are several options to set permissions for the AgendaX Service account. Depending on your version of 

Exchange Server, you can set permissions on Exchange Mailbox Stores, on Mailbox level, or on Mailbox folder 

level. 

¶ Setting permissions on Mailbox folder level  (Exchange 2016, 2019, Office 365, hosted Exchange)  

If you do not have access to the Exchange System Manager (Exchange 2000 / 2003) or the Exchange 

Management Shell (Exchange  2007 / 2010 / 2013 / 2016 / 2019) because your mailboxes are hosted on 

Office 365, because of your companyõs policies or if your Exchange Server is hosted by an Exchange 

Hosting provider that refuses to setup an account with the above permissions, you can  set the required 

permissions on mailbox level. 

 

Give the AgendaX user Reviewer rights on the top of the Mailbox , and Editor rights on the Calendar  

folders. 

The following EMS scripts / (remote) powershell scripts (or similar scripts) might be helpful for doing this for 

all or a subset of mailboxes.  

 

The term ôCalendarõ in the below examples is language - specific  and might have to be changed in your 

environment, depending on the Outlook folder names in your language.  Some examples for folder 

names in other languages are displayed below:  

 

Spanish: Calendario  

German : Kalender 

French: Calendrier 

Italian : Calendario  

Chinese :  

 

 

On-premise Exchange server:  

foreach ($Mailbox in (Get - Mailbox - OrganizationalUnit abc - ResultSize Unlimited))  

{  

  Add- MailboxFolderPermission - identity "$($Mailbox.Name)" - AccessRights Reviewer - User agendax  

  Add- MailboxFolderPermission - identity "$($Mailbox.Name): \ Calendar" - AccessRights Editor - User 

agendax  

}  
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ô-OrganizationalUnit abcõ limits the users to a specific OU (here ôabcõ). This can be omitted if you would like 

to grant the permissions on every account in your organization.  
 

 

Office 365 / Exchange Online:  

Connect - ExchangeOnline  

foreach ($Mailbox in (Get - EXOMailbox - OrganizationalUnit abc - ResultSize Unlimi ted))  

{  

  Add- MailboxFolderPermission - identity "$($Mailbox.Name)" - AccessRights Reviewer - User agendax  

  Add- MailboxFolderPermission - identity "$($Mailbox.Name): \ Calendar" - AccessRights Editor - User 

agendax  

}  

Disconnect - ExchangeOnline  

 

ô-OrganizationalUnit abcõ limits the users to a specific OU (here ôabcõ). This can be omitted if you would like 

to grant the permissions on every account in your organization.  

 

If, instead, you would like to limit the users to users that have a specific SMTP- address, you ca n use the 

following script: 

Connect - ExchangeOnline  

foreach ($Mailbox in (Get - Mailbox - ResultSize Unlimited | where - Object {($_.PrimarySMTPAddress -

like "*@ agendax.net ")}))  

{  

  Add- MailboxFolderPermission - identity "$($Mailbox.Name)" - AccessRights Reviewer - User agendax  

  Add- MailboxFolderPermission - identity "$($Mailbox.Name): \ Calendar" - AccessRights Editor - User 

agendax  

}  

Disconnect - ExchangeOnline  

 

Or, if you would like to limit the users to members of a specific distribution list, you can use the following: 

Connect - ExchangeOnline  

foreach ($Mailbox in (Get - DistributionGroupMember - Identity " NameOfDistributionList " - ResultSize 

Unlimited))  

{  

  Add- MailboxFolderPermission - identity "$($Mailbox.Name)" - AccessRights Reviewer - User agendax  

  Add- MailboxFolderPermission - identity "$($Mailbox.Name): \ Calendar" - AccessRights Editor - User 

agendax  

}  

Disconnect - ExchangeOnline  

 

If the Exchange Management PowerShell modules  are not installed, you might need to run the following 

command first:  

 

Exchange 2007:  
Add- PSSnapin Microsoft.Exchange.Management.PowerShell.Adm in;  

 

Exchange 2010:  
Add- PSSnapin Microsoft.Exchange.Management.PowerShell.E2010  

 

Exchange 2013 / 2016 / 2019:  
Add- PSSnapin Microsoft.Exchange.Management.PowerShell.SnapIn;  

 

Exchange Online / Office 365 : 

Install the new ExchangeOnlineManagement V2 or higher module from the PowerShell Gallery: 

https://www.powershellgallery.com/packages/ExchangeOnlineManagement/  
Install - Module - Name ExchangeOnlineManagement - RequiredVersion 3. 1. 0 

https://www.powershellgallery.com/packages/ExchangeOnlineManagement/
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¶ Setting permissions on Mailbox level ( Exchange Servers 2000-2013) 

Provided that you are using Outlook MAPI (see 2.3.1.1 Setting up a MAPI Environment for Exchange 2013, 

2016, 2019, Hosted Exchange, Exchange Online, Office 365, or to access mailboxes in an untrusted 

domain  on page 5) you can assign the AgendaX Service Account mailbox òFull mailbox permissions ó on 

all mailboxes whose calendars will be displayed with AgendaX. In some configurations, assigning òFull 

mailbox permissionsó is not sufficient and setting permissions on Mailbox folder level (see below) is 

required. 

 

¶ Setting permissions on Exchange Mailbox Stores  (local Exchange Servers 2000 -2013) 

o Exchange 2000 / 2003 : 

Open the Exchange System Manager and set the following permissions for the AgendaX Service 

account on all Mailbox Stores that contain mailboxes (calendars) that you want to re ad and 

display with AgendaX: 

- Receive As 

- Administer Information Store 

o Exchange 2007 / 2010  / 2013 : 

Run one of the following cmdlet s in your Exchange Management Shell for all Exchange Mailbox 

stores that contain mailboxes (calendars) that you want to rea d and display with AgendaX:  

 
Get - MailboxDatabase "Servername \ Storage Group \ Mailbox Database" | Add - ADPermission - User 

"ag endax _serviceaccount" - ExtendedRights "Receive - As", "Administer Information Store"  

 

or  

 

Add- ADPermission - Iden tity "Mailbox Database" - User "a gendax _serviceaccount " -

ExtendedRights "Receive - As"  

 

and  

 

Add- ADPermission - Identity "Mailbox Database" - User " agendax_serviceaccount " -

ExtendedRights "Administer Information Store"  

 

Please replace Servername , Storage Group , Mailbox Database , and agendax_serviceaccount  with the 

values of your environment. 

 

 

 

¶ Letting each user decide if he/she wants to participate  

Another option is to instruct each user that wants to participate in the AgendaX group calendar to grant 

the following permissions to the AgendaX Service account mailbox  him/herself in Outlook: 

 

 

Reviewer permissions on the Mailbox (top mailbox level) 
and the Inbox folder  
 
 
Editor permissions on the Calendar folder  
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Reviewer permissions on the mailbox level  

  

 

Reviewer permissions on the Inbox folder 

  

 

Editor permission on the Calendar folder  
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Before running the Setup program, please make sure that you have followed the instructions in the System 

Requirements chapter. Particularly, make sure that you have 

¶ Created an AgendaX Service account in Active Directory and set the required permissions  

Installed a 32bit Outlook client, logged on to the Server with the AgendaX Service Account and created 

an Outlook profile that accesses the AgendaX Service Account mailbox  

¶ Installed the required Windows components  for IIS 

 
Extract the downloaded ZIP file into a temporary folder on your Server and  run Setup.exe to start the Setup Wizard. 

Click Yes to proceed.  
 

 

Press Next on the Welcome screen to display the AgendaX Software License 
Agreement.  
 
Please note: You can press Help at any time to display addit ional information 
about a Setup topic.  
 

 

Click Yes if you have read and agree with the Software License Agreement. 
 
Please note: If you select ĂNoô, the Setup Wizard will be terminated. This 
program cannot be installed unless you agree to the terms of the license 
agreement.  

 

Enter your name and your company name. If you have purchased Agen daX, 
enter the License number in the field provided.  
If you are evaluating AgendaX, leave the License number field as it is. Click 
ĂNextõ to continue. 
 
Please note: The license number is tied to the Company name . If you have 
purchased AgendaX and received a license key, please be sure to enter the 
Company name exactly as stated on your license document.  
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Select the folder where you would like to install AgendaX. Typically, this is a 
folder beneath your Inetpub directory.  
You can also enter a path that does not yet exist. The Setup Wizard will then 
create the folder for you.  
 
Please make sure that all users that will use the AgendaX web application 
have at least read and execute permissions  on this directory. 
 
Site Administrators  with access to the AgendaX web application settings 
(Administration page, see 4.1.5 Administration homepage access  on page 
21) also need write  access. 
 
If you use the Export functionality in the AgendaX web application (see  4.2.3 
Feature Settings on page 34), you also need to grant write permissions for all 
users in the TEMP folder that Setup creates in the AgendaX installation folder.  
 
Click Next to continue.  

 

Select the code  page that the AgendaX web application  will be using. This 
setting will affect how times and dates will be displayed  if you choose to not 
use browser language settings. 
You can later change this value by editing the GLOBAL.ASA file in the 
AgendaX installation folder.  
 
Click Next to continue.  

 

Now you need to create / select a data  source that will be used by 
AgendaX.  
This is where AgendaX will store the data read from Exchange Server 
calendars . 
If you are installing AgendaX for the first time on this computer , you need to 
create a new data  source. You may also select an  existing data source form 
the drop-down selector. 
 
Please note: If you are installing AgendaX on a 64bit Operating System, the 
option òMS Accessó will be grayed out, as Microsoft discontinued 
development of 64bit Jet Drivers. We recommend using SQL Server Express 
instead. 
 
To create a data  source, click Create . 

 

Select System Data Source  to create a data  source that is visible to all users 
on this machine, as both the AgendaX Update Service and the AgendaX 
web application  will access the database defined in this data  source. 
 
Click Next to continue.  

 

 


























































































































